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This book provides IT security professionals with the information
(hardware, software, and procedural requirements) needed to create,
manage and sustain a digital forensics lab and investigative team that
can accurately and effectively analyze forensic data and recover digital
evidence, while preserving the integrity of the electronic evidence for
discovery and trial.IDC estimates that the U.S. market for computer
forensics will be grow from 252 million in 2004 to 630 million by 2009.
Business is strong outside the United States, as well. By 2011, the
estimated international market w


