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In this book, we aim to collect the most recent advances in artificial
intelligence techniques (i.e. neural networks, fuzzy systems, multi-
agent systems, genetic algorithms, image analysis, clustering, etc),
which are applied to the protection of privacy and security. The
symbiosis between these fields leads to a pool of invigorating ideas,
which are explored in this book.  On the one hand, individual privacy
protection is a hot topic and must be addressed in order to guarantee
the proper evolution of a modern society. On the other, security can
invade individual privacy, especially after the


