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The more our society relies on electronic forms of communication, the
more the security of these communication networks is essential for its
well-functioning. As a consequence, research on methods and
techniques to improve network security is extremely important. Topics
in this volume include the developments in: security protocols; secure
software engineering; mobile agent security; e-commerce security; and
security for distributed computing.



