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The terrorist attacks of September 11 signaled the dawn of a new age
of warfare: InfoWar. The greatest challenge facing the IT community in
the 21st Century is securing networks from malicious attacks. The
problem for the Microsoft network administrators and engineers is that
securing Microsoft networks is an extremely complex task. Dr Tom
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Shinder's ISA Server and Beyond: Real World Security Solutions for
Microsoft Enterprise Networks is designed to help network
administrators meet the challenge of securing Microsoft enterprise
networks. This is not another Windows ""security book."" I


