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The worldwide reach of the Internet allows malicious cyber criminals to
coordinate and launch attacks on both cyber and cyber-physical
infrastructure from anywhere in the world. This purpose of this
handbook is to introduce the theoretical foundations and practical
solution techniques for securing critical cyber and physical
infrastructures as well as their underlying computing and
communication architectures and systems. Examples of such
infrastructures include utility networks (e.g., electrical power grids),
ground transportation systems (automotives, roads, bridges and
tunnels), airports
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