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CyberWar, CyberTerror, CyberCrime provides a stark and timely
analysis of the increasingly hostile online landscape that today's
corporate systems inhabit, and gives a practical introduction to the



defensive strategies that can be employed in response.



