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SPNCE 2022, held in Xi’an, china, in December 30-31, 2022. The 12
full papers were selected from 38 submissions and are grouped in
thematical parts as: authentication and key agreement; data security;
network security.


