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A new report from the Secret Service and the Carnegie Mellon Software
Engineering Institute's CERT found that most acts of insider sabotage
on computer systems in critical infrastructure sectors were perpetrated
by former employees--motivated at least in part by a desire to seek
revenge--who were granted system administrator or privileged access
when hired.






