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Ensuring cybersecurity for smart cities is crucial for a sustainable cyber
ecosystem. Given the undeniable complexity of smart cities,
fundamental issues such as device configurations and software updates
should be addressed when it is most needed to fight cyber-crime and
ensure data privacy. This book addresses the cybersecurity challenges
associated with smart cities, aiming to provide a bigger picture of the
concepts, intelligent techniques, practices and research directions in
this area. Furthermore, this book serves as a single source of reference
for acquiring knowledge on the technology, processes and people
involved in the next-generation of cyber-smart cities.
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