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SMART CITY INFRASTRUCTURE The wide range of topics presented in
this book have been chosen to provide the reader with a better
understanding of smart cities integrated with AI and blockchain and
related security issues. The goal of this book is to provide detailed, in-
depth information on the state-of-the-art architecture and
infrastructure used to develop smart cities using the Internet of Things
(IoT), artificial intelligence (AI), and blockchain security--the key
technologies of the fourth industrial revolution. The book outlines the
theoretical concepts, experimental studies, and various smart city
applications that create value for inhabitants of urban areas. Several
issues that have arisen with the advent of smart cities and novel
solutions to resolve these issues are presented. The IoT along with the
integration of blockchain and AI provides efficient, safe, secure, and
transparent ways to solve different types of social, governmental, and
demographic issues in the dynamic urban environment. A top-down
strategy is adopted to introduce the architecture, infrastructure,
features, and security. Audience The core audience is researchers in
artificial intelligence, information technology, electronic and electrical
engineering, systems engineering, industrial engineering as well as
government and city planners.


