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Sommario/riassunto

This book aims to attract researchers and practitioners who are
working in information technology and computer science. This edited
book is about basics and high-level concepts regarding blockchain
technology and application, multimedia security, information
processing, security of network, cloud and loT, cryptography and
information hiding, cyber-security and evidence investigations, and
learning and intelligent computing. It is becoming increasingly
important to develop adaptive, intelligent computing-centric, energy-
aware, secure, and privacy-aware mechanisms in high-performance
computing and IoT applications. The book serves as a useful guide for
industry persons and also helps beginners to learn things from basic to
advance in the area of better computing paradigm. Our aim is intended
to provide a platform for researchers, engineers, academicians as well
as industrial professionals from all over the world to present their
research results in security-related areas. We believe that this book not
only presents novel and interesting ideas but also will stimulate
interesting discussions from the participants and inspire new ideas.



