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On the one hand, the fast processing speed and the storage and linking
possibilities when dealing with electronic data make human life
convenient and practical; on the other hand, however, they can also
endanger people's lives of freedom. By combining it with other data, we
are moving closer to becoming a transparent citizen. In the context of
these challenges, the freedom of the individual is at stake. It is
essential that personal data be evaluated with appropriate safeguards
that adequately protect individuals against the unauthorized or
excessive collection, storage, use and disclosure of data concerning
them.
Die schnelle Verarbeitungsgeschwindigkeit und die Speicher- und
Verknüpfungsmöglichkeiten im Umgang mit elektronischen Daten
machen das menschliche Leben einerseits bequem und praktisch;
andererseits können sie das freiheitliche Leben der Menschen jedoch
auch gefährden. Durch die Kombination mit anderen Daten nähern wir
uns immer mehr dem „gläsernen Bürger“ an. Im Rahmen dieser
Herausforderungen steht die Freiheit des Einzelnen auf dem Spiel.
Unabdingbar ist die Auswertung personenbezogener Daten mit
angemessenen Schutzvorkehrungen, die den Einzelnen gegen die
unbefugte oder übermäßige Erhebung, Speicherung, Verwendung und
Weitergabe ihn betreffender Daten hinreichend schützt.


