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Der Einsatz automatisierter Accounts in sozialen Online-Netzwerken,
oftmals als "Social Bots" oder "Political Bots" bezeichnet, erregte im
Vorfeld verschiedener politischer GrolRereignisse internationale
Aufmerksamkeit und markiert einen Hohepunkt der voranschreitenden
Digitalisierung des Politischen. Die durch die Automatisierung
entstehende Moglichkeit zur praktisch unbegrenzten Verbreitung
einzelner Meinungen schafft das Risiko einer Manipulation der
Meinungsbildung von Rezipienten und folglich einer Verzerrung des
Kommunikationsprozesses. Lennart Laude untersucht den Einsatz der
neuen Kommunikationsmittel mit Fokus auf die Interpretation des Art.
5 Abs. 1 GG und legt dar, welche rechtliche Bewertung fur Versuche
automatisierter Meinungsbeeinflussung angezeigtist. =~ Die Arbeit
wurde 2021 mit dem Preis des Schleswiger Forums fur eine
herausragende Dissertation auf dem Gebiet des Offentlichen Rechts
ausgezeichnet.



