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This book constitutes the refereed proceedings of the 12th
International Symposium on Recent Advances in Intrusion Detection,
RAID 2009, held in Saint-Malo, Brittany, France, in September 2009.
The 17 revised full papers presented together with 16 revised poster
papers were carefully reviewed and selected from 59 submissions. The
papers are organized in topical sections on anomaly and specification-
based approaches, malware detection and prevention, network and
host intrusion detection and prvention, intrusion detection for mobile
devices, and high-performance intrusion detection.


