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This book constitutes the refereed proceedings of the 14th
International Conference on Secure IT Systems, NordSec 2009, held in
Oslo, Norway, October 14-16, 2009. The 20 revised full papers and 8
short papers presented were carefully reviewed and selected from 52
submissions. Under the theme Identity and Privacy in the Internet Age,
this year's conference explored policies, strategies and technologies for
protecting identities and the growing flow of personal information
passing through the Internet and mobile networks under an
increasingly serious threat picture. Among the contemporary security
issues discussed were Security Services Modeling, Petri Nets, Attack
Graphs, Electronic Voting Schemes, Anonymous Payment Schemes,
Mobile ID-Protocols, SIM Cards, Network Embedded Systems, Trust,
Wireless Sensor Networks, Privacy, Privacy Disclosure Regulations,
Financial Cryptography, PIN Verification, Temporal Access Control,
Random Number Generators, and some more.



