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Sommario/riassunto This book constitutes the refereed proceedings of the 27th
International Conference on Computer Safety, Reliability, and Security,
SAFECOMP 2008, held in Newcastle upon Tyne, UK, in September 2008.
The 32 revised full papers presented together with 3 keynote papers
and a panel session were carefully reviewed and selected from 115
submissions. The papers are organized in topical sections on software
dependability, resilience, fault tolerance, security, safety cases, formal
methods, dependability modelling, as well as security and
dependability.



