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Information risk management (IRM) is about identifying, assessing and
prioritising risks to keep information secure and available. This
accessible book provides practical guidance to the principles and
development of a strategic approach to an IRM programme. The only
textbook for the BCS Practitioner Certificate in Information Risk
Management.


