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""...excellent for use as a text in information assurance or cyber-
security courses...I strongly advocate that professors...examine this
book with the intention of using it in their programs."" (Computing
Reviews.com, March 22, 2007)""The book is written as a student
textbook, but it should be equally valuable for current practitioners...
this book is a very worthwhile investment."" (Homeland Security Watch,
August 17, 2006)While the emphasis is on the development of policies
that lead to successful prevention of terrorist attacks on the nation's
infrastructure, this book is the first scientific


