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Software-intensive systems are an integral part of many products. They
provide great benefits regarding ease of use and allow for various



applications, and also impose enormous responsibilities. This title
presents the papers which formed the basis for lectures at the 2009
summer school Formal Logical Methods for System Security and
Correctness.



