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The only book available on the market that addresses and discusses in-
depth forensic analysis of Windows systems. Windows Forensic Analysis
DVD Toolkit takes the reader to a whole new, undiscovered level of
forensic analysis for Windows systems, providing unique information
and resources not available anywhere else. This book covers both live
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and post-mortem response collection and analysis methodologies,
addressing material that is applicable to law enforcement, the federal
government, students, and consultants. This book also brings this
material to the doorstep of system administrators, who


