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Learn to pull "digital fingerprints? from alternate data storage (ADS)
devices including: iPod, Xbox, digital cameras and more from the cyber
sleuths who train the Secret Service, FBI, and Department of Defense in
bleeding edge digital forensics techniques. This book sets a new
forensic methodology standard for investigators to use.This book
begins by describing how alternate data storage devices are used to
both move and hide data. From here a series of case studies using
bleeding edge forensic analysis tools demonstrate to readers how to
perform forensic investigations on a variety of AD


