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A computer forensics ""how-to"" for fighting malicious code and
analyzing incidents With our ever-increasing reliance on computers
comes an ever-growing risk of malware. Security professionals will find
plenty of solutions in this book to the problems posed by viruses,
Trojan horses, worms, spyware, rootkits, adware, and other invasive
software. Written by well-known malware experts, this guide reveals
solutions to numerous problems and includes a DVD of custom
programs and tools that illustrate the concepts, enhancing your skills.
Security professionals face a constant battle


