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Vulnerability Assessment of Physical Protection Systems will describe
the entire vulnerability assessment (VA) process, from the start of
planning through final analysis and out brief to senior management.
The text will draw heavily on the principles introduced in the author's
best-selling Design and Evaluation of Physical Protection Systems and
allow readers to apply those principles and conduct a VA that is aligned
with system objectives and achievable with existing budget and
personnel resources. The book will address the full spectrum of a VA,
including negotiating tasks with the customer,


