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Full Coverage of All Exam Objectives for the CEH Exams 312-50 and
EC0-350  Thoroughly prepare for the challenging CEH Certified Ethical
Hackers exam with this comprehensive study guide. The book provides
full coverage of exam topics, real-world examples, and includes a CD
with chapter review questions, two full-length practice exams,
electronic flashcards, a glossary of key terms, and the entire book in a
searchable pdf e-book.  What's Inside: Covers ethics and legal issues,
footprinting, scanning, enumeration, system hacking, trojans and
backdoors, sniffers, denial


