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Hacker Code will have over 400 pages of dedicated exploit,
vulnerability, and tool code with corresponding instruction. Unlike
other security and programming  books that dedicate  hundreds of
pages to architecture and theory based flaws and exploits, HC1 will
dive right into deep code analysis. Previously undisclosed security
research in combination with superior programming techniques from
Foundstone and other respected organizations will be included in both
the Local and Remote Code sections of the book. The book will be
accompanied with a FREE COMPANION CD containing both commented
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