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The commercial maritime sector is highly vulnerable to theft and
piracy, and presents a probable target for a major terrorist attack. The
best way to prevent losses is to apply lessons learned in another
arena--the struggle to curb drug smuggling. This effort has shown that
successes can be achieved when effective and comprehensive security
measures and procedures are implemented at key initial links in the
cargo supply chain. The integrity and security of whole system are
improved when efforts are focused at the primary ""choke point"" - the
load seaports and their ships.   This book


