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Sommario/riassunto It is our great pleasure to welcome you to the inaugural ACM Workshop
on Automotive Cybersecurity (AutoSec). This workshop is founded to
contribute to new theories, technologies and systems related to
security challenges in vehicles and their supporting infrastructures and
to help generate new directions for further research and development.
Automotive industry is a critical industry that keeps modern
conveniences of life working. However, more exposed interfaces and
increasing connectivity in vehicles and the infrastructures supporting
them have made cyberattacks on them now a clear and present danger
for all the stakeholders of this industry. In response to the call for
papers of AutoSec 2019, 12 papers were submitted from Asia, Europe
and North America. The program committee selected 5 full-length
research papers and 4 short papers. These papers cover a variety of
topics, including intrusion detection on CAN bus, code reuse attacks on
automobile critical systems, automobile testbed design and
implementations. The program is complemented by a keynote speech
by Dr. Jeremy Daily and a tutorial by Dr. Qi Alfred Chen.
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