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The Book of Ecclesiastes, like many ancient and modern first-person
discourses, generates ambivalent responses in its readers. The book's
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rhetorical strategy produces both acceptance of, and suspicion
towards, the major positions argued by the author. 'Vain rhetoric' aptly
describes the persuasive and dissuasive properties of the narrator's
peculiar characterization. It also describes how the Book of Ecclesiates,
with its abundant use of rhetorical questions, constant gapping
techniques, and other strategies from the arsenal of ambiguity, is a
stunning testimony to the power of the various str
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The two-volume set LNCS 11891 and 11892 constitutes the
proceedings of the 17th International Conference on Theory of
Cryptography, TCC 2019, held in Nuremberg, Germany, in December
2019. The 43 full papers presented were carefully reviewed and
selected from 147 submissions. The Theory of Cryptography
Conference deals with the paradigms, approaches, and techniques used
to conceptualize natural cryptographic problems and provide
algorithmic solutions to them and much more.


