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From 9/11 to Charlie Hebdo along with Sony-pocalypse and DARPA's
$2 million Cyber Grand Challenge, this book examines
counterterrorism and cyber security history, strategies and
technologies from a thought-provoking approach that encompasses
personal experiences, investigative journalism, historical and current
events, ideas from thought leaders and the make-believe of Hollywood
such as 24, Homeland and The Americans. President Barack Obama
also said in his 2015 State of the Union address, "We are making sure
our government integrates intelligence to combat cyber threats, just as
we have done to combat terrorism. In this new edition, there are seven
completely new chapters, including three new contributed chapters by
healthcare chief information security officer Ray Balut and Jean C.
Stanford, DEF CON speaker Philip Polstra and security engineer and
Black Hat speaker Darren Manners, as well as new commentaries by
communications expert Andy Marken and DEF CON speaker Emily Peed.
The book offers practical advice for businesses, governments and
individuals to better secure the world and protect cyberspace.



