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2014, held in Beijing, China, in November 2014. The 51 revised full
papers presented were carefully reviewed and selected from 279
submissions. The topics covered are architecture for trusted computing
systems; trusted computing platform; trusted system building; network
and protocol security; mobile network security; network survivability,
other critical theories and standard systems; credible assessment;
credible measurement and metrics; trusted systems; trusted networks;
trusted mobile networks; trusted routing; trusted software; trusted
operating systems; trusted storage; fault-tolerant computing and other
key technologies; trusted e-commerce and e-government; trusted
logistics; trusted internet of things; trusted cloud and other trusted
services and applications.


