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Forensics and Cyber Crime, ICDF2C 2013, held in September 2013 in
Moscow, Russia. The 16 revised full papers presented together with 2
extended abstracts and 1 poster paper were carefully reviewed and
selected from 38 submissions. The papers cover diverse topics in the
field of digital forensics and cybercrime, ranging from regulation of
social networks to file carving, as well as technical issues, information
warfare, cyber terrorism, critical infrastructure protection, standards,
certification, accreditation, automation, and digital forensics in the
cloud.


