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Advances in information technology have led us to rely on easy
communication and readily available information--both in our personal
lives and in the life of our nation. For the most part, we have rightly
welcomed these changes. But information that is readily available is
available to friend and foe alike; a system that relies on communication
can become useless if its ability to communicate is interfered with or
destroyed. Because this reliance is so general, attacks on the
information infrastructure can have widespread effects, both for the
military and for society.


