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SUMMARY OF GROUP DELIBERATIONS FOR STEP THREE; Appendix C -
EXERCISE
Future U.S. national security strategy is likely to be profoundly affected
by the ongoing, rapid evolution of cyberspace--the global information
infrastructure--and in particular by the growing dependence of the U.S.
military and other national institutions and infrastructures on
potentially vulnerable elements of the U.S. national information
infrastructure. To examine these effects, the authors conducted a
series of exercises employing a methodology known as the Day After ...
in which participants are presented with an information warfare crisis
scenario and asked to advise the president on


