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The U.S. Army is studying ways to apply its cyber power and is
reconsidering doctrinally defined areas that are integral to cyberspace
operations. An examination of network operations, information
operations, and several other, more focused areas across the U.S.
military found significant overlap and potential boundary progression
that could inform the development of future Army doctrine.


