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This report discusses how policy-makers might address the challenges
and risks in respect of the security, privacy and trust aspects of cloud
computing that could undermine the attainment of broader economic
and societal objectives across Europe.


