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Umfassendes, praxisorientiertes Intensiv-Training zur optimalen
Prüfungsvorbereitung Zahlreiche Workshops mit Schritt-für-Schritt-
Anleitungen Umfasst den gesamten Prüfungsstoff für ICND1/CCENT
mit Prüfungstipps, Wiederholungsfragen und Übungen Auf der DVD:
Umfangreiches Zusatzmaterial Mit diesem Powertraining werden Sie
umfassend auf alle Prüfungsthemen der ICND1/CCENT-Prüfung
vorbereitet. Dabei liegt der Fokus auf einer praxisorientierten
Herangehensweise mit zahlreichen Schritt-für-Schritt-Anleitungen und
Workshops, damit Sie den Prüfungsstoff nicht nur auswendig lernen,
sondern direkt über die Praxis verstehen, sofort anwenden und dadurch
verinnerlichen. Das Buch ist optimal auf die Anforderungen der Prüfung
abgestimmt, sodass Sie keine zusätzlichen Lernmaterialien benötigen.
Ziel dieses Buches ist es, Ihnen alle erforderlichen Kenntnisse und
Erfahrungen an die Hand zu geben, damit Sie die Prüfung souverän
bestehen können. Es werden insbesondere die Grundlagen der
Netzwerktechnik intensiv behandelt, um nicht nur Support-Mitarbeitern
sowie System- und Netzwerkadministratoren, sondern auch
ambitionierten Einsteigern die Vorbereitung auf die anspruchsvolle
Prüfung zu ermöglichen. Deshalb liegt auch ein Schwerpunkt auf den
Hintergründen und Funktionsweisen der jeweiligen Technologien. Der
Autor legt großen Wert darauf, dass Sie das erlernte Wissen auch in der
Praxis unmittelbar und zielgerichtet einsetzen können. So werden Sie
nicht nur optimal auf die Prüfung vorbereitet, sondern zugleich auch
schon auf Herausforderungen, die Ihnen als Netzwerkadministrator im
täglichen Arbeitsumfeld in Cisco-Netzwerken begegnen werden. So
erfahren Sie an vielen Stellen auch, wie Profis die Technologie in der
Praxis einsetzen. Auch wenn dieses Powertraining als klar definiertes
Ziel die effektive und praxisorientierte Vorbereitung zur CCENT-
Prüfung hat, werden Sie das Buch auch später als unentbehrliches
Nachschlagewerk nutzen können, um sich in kurzer Zeit wieder in ein
Themengebiet einzuarbeiten.


