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In the last decade there has been an explosion of interest in viral
therapies for cancer. Viral agents have been developed that are
harmless to normal tissues but selectively able to kill cancer cells.
These agents have been endowed with additional selectivity and
potency through genetic manipulation. Increasingly these viruses are
undergoing evaluation in clinical trials, both as single agents and in
combination with standard chemotherapy and radiotherapy.  This book
provides a comprehensive yet succinct overview of the current status of
viral therapy of cancer. Chapters coherently present
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TCC 2005, the 2nd Annual Theory of Cryptography Conference, was
held in Cambridge,Massachusetts,onFebruary10–12,2005.
Theconferencereceived84 submissions,
ofwhichtheprogramcommitteeselected32forpresentation.These
proceedings contain the revised versions of the submissions that were
presented at the conference. These revisions have not been checked for
correctness, and the authors bear full responsibility for the contents of
their papers. The conference program also included a panel discussion
on the future of theoretical cryptography and its relationship to the real
world (whatever that is). It also included the traditional “rump session,”
featuring short, informal talks on late-breaking research news. Much as
hatters of old faced mercury-induced neurological damage as an
occupational hazard, computer scientists will on rare occasion be a?
icted with egocentrism, probably due to prolonged CRT exposure.
Thus, you must view
withpityandnotcontemptmyunalloyedelationathavingmynameonthefront
cover of this LNCS volume, and my deep-seated conviction that I fully
deserve the fame and riches that will surely come of it. However, having
in recent years switched over to an LCD monitor, I would like to
acknowledge some of the many who contributed to this conference.
First thanks are due to the many researchers from all over the world
who submitted their work to this conference. Lacking shrimp and
chocolate-covered strawberries, TCC has to work hard to be a good
conference. As a community, I think we have.


