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The Seventh Australasian Conference in Information Security and
Privacy (ACISP) was held in Melbourne, 3–5July, 2002. The conference
was sponsored by Deakin University and iCORE, Alberta, Canada and
the Australian Com- ter Society. The aims of the annual ACISP
conferences have been to bring together people working in di?erent
areas of computer, communication, and information security from
universities, industry, and government institutions. The conferences
give the participants the opportunity to discuss the latest developments
in the rapidly growing area of information security and privacy. The
reviewing process took six weeks and we heartily thank all the m- bers
of the program committee and the external referees for the many hours
of valuable time given to the conference. The program committee
accepted 36 papers from the 94 submitted. From those papers
accepted 10 papers were from Australia, 5each from Korea and USA, 4
each from Singapore and Germany, 2 from Japan, and 1 each from The
Netherlands, UK, Spain, Bulgaria, and India. The authors of every paper,
whether accepted or not, made a valued contribution to the conference.
In addition to the contributed papers, we were delighted to have
presen- tions from the Victorian Privacy Commissioner, Paul Chadwick,
and eminent researchers Professor Hugh Williams, Calgary, Canada,
Professor Bimal Roy, ISI, Kolkota, India (whose invited talk was formally
referred and accepted by the program committee), and Dr Hank Wolfe
from Otago, New Zealand.


