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Today, cyber security, cyber defense, information warfare and cyber
warfare issues are among the most relevant topics both at the national
and international level. All the major states of the world are facing
cyber threats and trying to understand how cyberspace could be used
to increase power.Through an empirical, conceptual and theoretical
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in the fields of cyber security, cyber defense and information warfare. It
aims to analyze the processes of information warfare and cyber warfare
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