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Published by the American Geophysical Union as part of the Field Trip
Guidebooks Series, Volume 167. The southern Appalachian orogen
contains most of the subdivisions that characterize a classic collisional
orogen: A foreland fold-and-thrust belt (Cumberland Plateau and
Valley and Ridge), high-grade metamorphic core (central to eastern
Blue Ridge and western Piedmont), and a plutonic/volcanic belt
(Charlotte belt and Carolina slate belt). In addition, a younger
Alleghanian high-grade metamorphic core is present on the eastern
edge of the Piedmont (Kiokee-Raleigh belt).
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This book is focused on the use of deep learning (DL) and artificial
intelligence (Al) as tools to advance the fields of malware detection and
analysis. The individual chapters of the book deal with a wide variety of
state-of-the-art Al and DL techniques, which are applied to a number
of challenging malware-related problems. DL and Al based approaches
to malware detection and analysis are largely data driven and hence
minimal expert domain knowledge of malware is needed. This book
fills a gap between the emerging fields of DL/Al and malware analysis.
It covers a broad range of modern and practical DL and Al techniques,
including frameworks and development tools enabling the audience to
innovate with cutting-edge research advancements in a multitude of
malware (and closely related) use cases.



