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Combating Spyware in the Enterprise is the first book published on
defending enterprise networks from increasingly sophisticated and
malicious spyware.Combating Spyware in the Enterprise begins by
examining the various types of insidious spyware and adware currently
propagating across the internet and infiltrating enterprise networks.
This section closely examines Spyware's ongoing transformation from
nuisance to malicious, sophisticated attack vector. Next, the book
uncovers spyware's intricate economy and network of malicious
hackers and criminals. Forensic investigations presented i


