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Electronic Safety and Soundness and its technical annexes identifies
and discusses four key pillars that are necessary to foster a secure
electronic environment and the safety and soundness of financial
systems worldwide. These pillars are (i) a legal, regulatory, and
enforcement framework; (ii) external and internal monitoring of e-
security practices; (iii) public-private sector cooperation: and (iv) the
business case for practicing layered e-security. This title is intended for
policy makers in the area of electronic security and those working with
financial services providers.


