1. Record Nr.
Autore
Titolo

Pubbl/distr/stampa

Edizione

Descrizione fisica

Soggetti

Lingua di pubblicazione
Formato

Livello bibliografico

UNICAMPANIASUNO0114401
Christensen, Ole
An introduction to frames and Riesz bases / Ole Christensen

[Cham], : Birkh&user, : Springer, 2016

[2. ed]
XXV, 704 p. :ill. ; 24 cm

42-XX - Harmonic analysis on Euclidean spaces [MSC 2020]

42C40 - Nontrigonometric harmonic analysis involving wavelets and
other special systems [MSC 2020]
41-XX - Approximations and expansions [MSC 2020]

42C15 - General harmonic expansions, frames [MSC 2020]
Italiano

Materiale a stampa

Monografia



2. Record Nr. UNISALENT0991001326429707536

Autore Lust, Johan

Titolo A Greek-English lexicon of the Septuagint / compiled by Johan Lust,
Erik Eynikel, Katrin Hauspie

Pubbl/distr/stampa Stuttgart : Deutsche Bibelgesellschaft, c2003

ISBN 3438051249

Edizione [Revised ed.]

Descrizione fisica Cll, 678 p. ; 24 cm

Altri autori (Persone) Hauspie, Katrin
Eynikel, Erik

Soggetti Lingua greca biblica - Dizionari

Lingua di pubblicazione Greco antico

Formato Materiale a stampa

Livello bibliografico Monografia

Note generali Bibliografia: p. XXXIII-C



3. Record Nr.
Autore
Titolo

Pubbl/distr/stampa
Descrizione fisica
Disciplina

Soggetti

Lingua di pubblicazione
Formato
Livello bibliografico

Sommario/riassunto

UNINA9910412122203321
Cavallaro Lorenzo

Proceedings of the 12th ACM Workshop on Artificial Intelligence and
Security / / Lorenzo Cavallaro [and six others]

New York, NY :, : Association for Computing Machinery, , 2019

1 online resource (117 pages)

005.8
Computer security

Inglese
Materiale a stampa
Monografia

It is our pleasure to welcome you to the 12th ACM Workshop on

Artificial Intelligence and Security - AlSec 2019. AlSec, having been
annually co-located with CCS for 12 consecutive years, is the premier
meeting place for researchers interested in the intersection of security,
privacy, Al, and machine learning. Its role as a venue has been to merge
practical security problems with advances in Al and machine learning.

In doing so, researchers also have been developing theory and analytics
unique to this domain and have explored diverse topics such as

learning in game-theoretic adversarial environments, privacy-

preserving learning, and applications to malware, spam and intrusion
detection. AlSec 2019 received 40 submissions, of which 10 (25%) were
selected for publication and presentation as full papers. Submissions
arrived from researchers in many different countries, from a wide

variety of institutions both academic and corporate.



